
 
 

 

ESDP-PRIVACYBELEID 
BIJGEWERKT EN VAN KRACHT VANAF: 4 maart 2024 

Welkom bij het ESDP-privacybeleid. 

In dit privacybeleid (en alle andere documenten waarnaar hierin wordt verwezen) wordt 
beschreven hoe wij omgaan met persoonsgegevens die worden verzameld door het European 
Supplier Diversity Program ("ESDP", "wij", "ons", "onze" of "van ons") of door derden die namens 
ons persoonsgegevens verwerken ("verwerkers"), of die u aan ons verstrekt in het kader van 
onze certificeringsactiviteiten.  

Lees het onderstaande zorgvuldig door zodat u begrijpt hoe wij uw persoonsgegevens gebruiken, 
welke maatregelen wij nemen om uw persoonsgegevens te beschermen en welke rechten en 
opties u hebt om uw gegevens te beheren.  

Bij onze verwerkingsactiviteiten houden wij rekening met de toepasselijke wetgeving van de 
Europese Unie en de lokale wetgeving van de EU-lidstaten, waaronder Verordening (EU) nr. 
2016/679 van het Europees Parlement en de Raad van 27 april 2016, betreffende de 
bescherming van natuurlijke personen in het kader van de verwerking van persoonsgegevens en 
over het vrije verkeer van die gegevens ("AVG"), Richtlijn 2002/58/EG van 12 juli 2002, zoals 
gewijzigd bij Richtlijn 2009/136/EG ("e-privacyrichtlijn") en alle toepasselijke nationale 
uitvoeringswetten of -regelgeving of alle latere wetten of regelgeving die daarop kunnen volgen.  

Dit privacybeleid is niet van toepassing op persoonsgegevens die worden verzameld door derden 
die geen verwerkers zijn en namens ons of in opdracht van ons handelen, bijvoorbeeld websites 
of apps die niet door ESDP worden beheerd.  ESDP is niet verantwoordelijk voor de wijze waarop 
deze derden met uw persoonsgegevens omgaan. Wij adviseren u de privacyverklaringen van 
deze derden te lezen wanneer u bijvoorbeeld hun websites bezoekt, zodat u begrijpt hoe deze 
derden uw persoonsgegevens verzamelen en verwerken.  

Door onze website te bezoeken, te gebruiken, gegevens te verstrekken of op een andere manier 
te interageren, erkent u dat wij uw persoonsgegevens gebruiken in overeenstemming met dit 
privacybeleid.   

Als u niet akkoord gaat met de voorwaarden van dit privacybeleid, verzoeken wij u geen 
gebruik te maken van onze diensten en ons geen persoonsgegevens te verstrekken. 

1. DEFINITIES EN OVERZICHT 

De onderstaande definities weerspiegelen of vertalen de definities uit artikel 4 AVG. 

- "Persoonsgegevens": alle informatie over een geïdentificeerde of identificeerbare 
natuurlijke persoon ("de betrokkene"); als identificeerbaar wordt beschouwd een 
natuurlijke persoon die direct of indirect kan worden geïdentificeerd, met name aan de 
hand van een identificator zoals een naam, een identificatienummer, locatiegegevens, 
een online identificator of aan de hand van een of meer elementen die kenmerkend zijn 



 
 

 

voor de fysieke, fysiologische, genetische, psychische, economische, culturele of sociale 
identiteit van die natuurlijke persoon. 

- "Verwerken/Verwerking”: elke bewerking of geheel van bewerkingen die met of zonder 
geautomatiseerde middelen wordt uitgevoerd op persoonsgegevens of een geheel aan 
persoonsgegevens, zoals het verzamelen, vastleggen, ordenen, structureren, opslaan, 
aanpassen of wijzigen, opvragen, raadplegen, gebruiken, verstrekken via doorzending, 
verspreiden of anderszins beschikbaar stellen, uitlijnen of combineren, afschermen, 
wissen of vernietigen. 

- "Verwerkingsverantwoordelijke" of "verantwoordelijke": de natuurlijke of 
rechtspersoon, de overheidsinstantie, de dienst of een ander orgaan dat, alleen of samen 
met anderen, het doel van en de middelen voor de verwerking van persoonsgegevens 
vaststelt; Wanneer de doeleinden en middelen voor een dergelijke verwerking worden 
bepaald door het Unierecht of het lidstatelijke recht, kan de verwerkingsverantwoordelijke 
of de specifieke criteria voor diens aanwijzing worden bepaald door het Unierecht of het 
lidstatelijke recht. 

- "Gegevensverwerker" of "verwerker": een natuurlijke persoon of rechtspersoon, een 
overheidsinstantie, een dienst of een ander orgaan dat ten behoeve van de 
verantwoordelijke persoonsgegevens verwerkt; 

- "Derde": een natuurlijke persoon of rechtspersoon, een overheidsinstantie, een dienst of 
een ander orgaan dan de betrokkene, de verwerkingsverantwoordelijke, de verwerker en 
de personen die onder rechtstreeks gezag van de verantwoordelijke of de verwerker 
gemachtigd zijn om persoonsgegevens te verwerken; 

- "Toestemming" van de betrokkene: elke vrije, specifieke, geïnformeerde en 
ondubbelzinnige wilsuiting van de betrokkene waarmee hij of zij door middel van een 
verklaring of een ondubbelzinnige actieve handeling instemt dat zijn of haar 
persoonsgegevens worden verwerkt. 
 

Daarnaast verwijst "Corporate Members" naar die organisaties die zich hebben gecommitteerd 
aan gelijke kansen, diversiteit en inclusie en die zich bij ESDP hebben aangesloten als leden die 
potentieel producten en diensten kunnen afnemen van de gecertificeerde leden en/of 
zelfgeregistreerde leden. 

2. 'VERWERKINGSVERANTWOORDELIJKE 

De verwerkingsverantwoordelijke voor uw persoonsgegevens is ESDP. De volledige 
bedrijfsgegevens van ESDP zijn te vinden op de website van de European Supplier Diversity 
Program Stichting, een stichting geregistreerd bij de Kamer van Koophandel onder nummer 
91598656, gevestigd te Vijzelstraat 68, Spaces Amsterdam, 1017HL Amsterdam, Nederland. 

3. FUNCTIONARIS VOOR GEGEVENSBESCHERMING 



 
 

 

Onze functionaris voor gegevensbescherming ("FG") is verantwoordelijk voor het toezicht op 
vragen met betrekking tot dit privacybeleid en de verwerking van uw persoonsgegevens. Als u 
vragen heeft over de verwerking van uw persoonsgegevens door ons of onze verwerkers, of over 
dit Privacybeleid, inclusief verzoeken om uw wettelijke rechten uit te oefenen, neem dan contact 
op met de DPO via dpo@esdp-org.eu. 

Wij doen er alles aan om uw vragen en klachten zo goed mogelijk te behandelen. U heeft ook het 
recht om een klacht in te dienen bij de toezichthoudende autoriteit: 

Voor Frankrijk: Commission nationale de l'informatique et des libertés, 3 place de Fontenoy, 
TSA 80715, 75334 PARIS CEDEX 07, www.cnil.fr.  

Voor Nederland:  Autoriteit Persoonsgegevens, Hoge Nieuwstraat 8 
Postbus 93374, 2509 AJ Den Haag, 
Telefoon: +31 70 888 8500,  
www.autoriteitpersoonsgegevens.nl  

4. PERSOONSGEGEVENS DIE WIJ VERZAMELEN – DOELEINDEN – 
RECHTSGRONDSLAGEN 

Om in aanmerking te komen voor lidmaatschap onder de ESDP-certificering, of om u te 
registreren als Corporate Member, vragen wij u om ons informatie te verstrekken. Deze informatie 
verschilt afhankelijk van het type certificering waarvoor u zich aanmeldt (zelfgecertificeerd 
geassocieerd lidmaatschap of Premium Membership-certificering). 

De onderstaande tabellen geven een gedetailleerd overzicht van de (1) categorieën 
persoonsgegevens die we verzamelen, (2) de doeleinden waarvoor we die gegevens verzamelen, 
en (3) de rechtsgrondslagen voor deze doeleinden. 

 

mailto:dpo@esdp-org.
http://www.cnil.fr/
http://www.autoriteitpersoonsgegevens.nl/


 
 

 

 

Gegevens die uitsluitend rechtstreeks van u worden verzameld als onderdeel van het leverancierscertificeringsproces 

Welke gegevens verwerken 
wij? 

Wanneer 
verzamelen 
wij de 
gegevens? 

Waarom verwerken wij deze? Is het wettelijk toegestaan 
om de gegevens voor deze 
doeleinden te verwerken? 

Rechtsgrondslag 

Gegevens in uw paspoort of  
identiteitskaart of 
verblijfsvergunning (met 
uitzondering van biometrische 
gegevens). Voornaam, 
achternaam, fysiek adres op het 
moment dat het document werd 
uitgegeven, geboortedatum, 
nationaliteit, foto, paspoort- of 
identiteitskaartnummer 

U verstrekt 
deze aan 
ons 
wanneer u 
een 
certificering 
aanvraagt 

Om certificeringsaanvragen te 
verwerken door de identiteit en de 
geschiktheid voor certificering te 
verifiëren, inclusief het feit dat 
aanvragers het recht hebben om in 
het referentieland te werken en een 
bedrijf te bezitten. 

Ja.  
De wet vereist onder andere 
dat wij niet meer gegevens 
verwerken dan nodig is. 
Daarom vragen wij één 
identificatiebewijs met de 
opties voor welk bewijs u mag 
verstrekken. 

Contractuele 
noodzaak 

Gegevens van de 
directeur/vennoot in de officiële 
documenten voor 
bedrijfsregistratie die door de 
griffier worden verstrekt, 
waaronder: namen van de 
directeur, geboortedatum van de 
directeur, adressen van de 
directeur (indien van toepassing) 
en geboorteplaats/land van de 
directeur. 

U verstrekt 
deze aan 
ons 
wanneer u 
een 
certificering 
aanvraagt 

Om certificeringsaanvragen te 
verwerken door de daadwerkelijke 
registratiestatus van het bedrijf te 
verifiëren. 

Ja.  
De wet vereist onder andere 
dat wij niet meer gegevens 
verwerken dan nodig is. 
Daarom vragen wij alleen de 
informatie die relevant is voor 
het vaststellen van de 
registratiestatus van de 
onderneming. 

Contractuele 
noodzaak 

Gecontroleerde of niet-
gecontroleerde financiële 
overzichten (W&V, 
kasstroomoverzicht) van het 
voorgaande jaar waarin de omzet 
van de onderneming wordt 

U verstrekt 
deze aan 
ons 
wanneer u 
een 

Om een eerste screening uit te 
voeren met betrekking tot de 
soliditeit van de onderneming, 
eventueel aan te vullen door het 
betreffende Corporate Member. 

Ja.  
De wet vereist onder andere 
dat wij niet meer gegevens 
verwerken dan nodig is. 
Daarom vragen wij alleen de 
informatie die relevant is voor 

Contractuele 
noodzaak 



 
 

 

bevestigd. Opmerking: Voor 
zover de informatie betrekking 
heeft op een eenmanszaak, 
zelfstandig ondernemer, of 
anderszins op specifieke 
personen, betreft het 
persoonsgegevens. 

certificering 
aanvraagt 

het vaststellen van een 
financiële basis. 

Informatie over de etnische 
afkomst van de aanvrager 

U verstrekt 
deze aan 
ons 
wanneer u 
een 
certificering 
aanvraagt 

Om certificeringsaanvragen te 
verwerken, verifiëren we of de 
aanvragers en hun bedrijf binnen de 
categorie vallen die we willen 
beschermen en promoten. Dit zijn 
bedrijven die in het in aanmerking 
komende land vaak worden 
benadeeld doordat ze eigendom zijn 
van, beheerd worden door en/of 
gecontroleerd worden door 
zichtbare minderheden. Deze 
minderheden worden vaak 
gediscrimineerd omdat hun 
(veronderstelde) etniciteit zichtbaar 
is in hun uiterlijk. 
 
Dergelijke gegevens worden nooit 
gedeeld met Corporate Members. 
 
Een andere doelstelling is ervoor te 
zorgen dat de ene 
minderheidsgroep niet meer 
benadeeld wordt dan de andere bij 
onze certificeringsdiensten. Het 
staat vast dat etnische 
minderheidsgroepen niet allemaal 
op dezelfde manier worden 
behandeld en dat elke groep haar 

Ja.  
Op grond van artikel 9 AVG is 
de verwerking van 
persoonsgegevens waaruit 
het ras of de etnische afkomst 
blijkt, onder meer toegestaan 
indien de betrokkene 
uitdrukkelijke toestemming 
heeft gegeven voor de 
verwerking van deze 
persoonsgegevens voor een 
of meer specifieke 
doeleinden. 

In Frankrijk bestaan er geen 
wettelijke bepalingen die 
particuliere 
liefdadigheidsinstellingen, 
stichtingen en andere non-
profitorganisaties verbieden 
gegevens te verzamelen over 
ras of etnische afkomst, mits 
zij voldoen aan de AVG en de 
gewijzigde Loi Informatique et 
Libertés uit 1978 en geen 
wetten, regelgeving en 

Toestemming 



 
 

 

eigen uitdagingen heeft en met 
verschillende vooroordelen wordt 
geconfronteerd. Als wij binnen ons 
certificeringsprogramma een 
onevenwichtigheid in de 
vertegenwoordiging van raciale 
minderheden constateren, 
analyseren wij de oorzaak van de 
ondervertegenwoordiging en lossen 
wij dit op, voor zover deze niet 
uitsluitend is gebaseerd op de 
merites van het bedrijf. 

gerechtelijke uitspraken tegen 
discriminatie schenden. 

In Nederland voorziet de 
Uitvoeringswet AVG in een 
specifieke uitzondering voor 
het verwerken van 
persoonsgegevens 
betreffende ras en etniciteit 
zonder toestemming, indien 
deze gegevens noodzakelijk 
zijn om daadwerkelijke 
nadelen op grond van ras of 
etnische afkomst te 
verminderen of weg te nemen 
en indien aan andere 
voorwaarden is voldaan. Zie 
onze veelgestelde vragen 
voor meer informatie. 

 

Overige persoonsgegevens 

Welke persoonsgegevens 
verwerken wij? 

Wanneer hebben we er 
toegang toe? 

Waarom verwerken wij deze? Wettelijke 
basis1 

Contactgegevens. Dit omvat uw 
voor- en achternaam, e-mailadres, 
gebruikersnaam en huidige 
postadres 

U verstrekt deze gegevens 
aan ons om u te registreren 
op ons online platform. 

Wij gebruiken deze gegevens om u te registreren als 
nieuw lid van ESDP. 

Contractuele 
noodzaak 

Betalingsinformatie. Dit omvat uw 
naam, factuuradres, ander 
contactadres, betalingsgegevens 
en transactiegegevens. 

U verstrekt deze gegevens 
aan ons wanneer u een 
betaling doet via ons 
platform als onderdeel van 
uw aanvraag voor 

Wij gebruiken deze gegevens om uw bestelling te 
verwerken en te bezorgen. 

Contractuele 
noodzaak 



 
 

 

lidmaatschap als Corporate 
Member en Certified 
Supplier.  

Profielinformatie. Dit omvat uw 
voor- en achternaam, 
gebruikersnaam, geboortedatum 
en de dienst waarop u bent 
geabonneerd.  

U verstrekt deze gegevens 
aan ons wanneer u zich 
registreert op ons online 
platform en wanneer u zich 
aanmeldt voor een 
lidmaatschap als 
zelfgeregistreerd lid, 
gecertificeerde leverancier 
of corporate member. 

Wij gebruiken deze gegevens om met u te 
communiceren over zaken met betrekking tot uw 
lidmaatschap of certificering en om onze relatie met 
u te beheren. Dit houdt onder meer in dat wij u 
informeren over wijzigingen in onze algemene 
voorwaarden, wijzigingen in ons privacybeleid of 
wijzigingen in de lidmaatschapsstructuur of -regels 
en in het certificeringsproces of de gevolgen 
daarvan. 

(a) Contractuele 
noodzaak 

(b) Noodzakelijk 
om te voldoen 
aan een 
wettelijke 
verplichting 

Profielinformatie. Dit omvat uw 
voor- en achternaam, 
gebruikersnaam, geboortedatum 
en de dienst waarop u bent 
geabonneerd.  

U verstrekt deze gegevens 
aan ons wanneer u zich 
registreert op ons online 
platform en wanneer u een 
certificering aanvraagt. 

Wij gebruiken deze gegevens om met u te 
communiceren over zaken die betrekking hebben op 
uw lidmaatschap of certificering en om onze 
diensten verder te ontwikkelen en te verbeteren. 
Hiervoor kunnen wij u vragen om een recensie 
achter te laten, een enquête in te vullen of analyses 
te maken. 

Gerechtvaardigd 
belang (om de 
dienstverlening 
te verbeteren) 

Gegevens die worden verzameld 
door strikt noodzakelijke cookies, 
zoals: de keuze van gebruikers 
over het gebruik van cookies, logs 
die worden gebruikt voor 
authenticatie bij een dienst, 
inclusief logs die zijn ontworpen om 
de veiligheid van het 
authenticatiemechanisme te 
waarborgen, bijvoorbeeld door 
robotachtige of onverwachte 
toegangspogingen te beperken; 
inhoud van een winkelmandje; taal- 
en landkeuze. 

  Gerechtvaardigd 
belang om het 
continue gebruik 
van de website 
te waarborgen 



 
 

 

Gegevens die worden verzameld 
door optionele cookies, zoals 
browsegegevens, waaronder IP-
adres, bezochte pagina's, tijd 
doorgebracht op elke pagina, 
verkeer op pagina's, gebruik, 
trends en browsepatronen. 

Wij verzamelen de 
informatie terwijl u op de 
ESDP-website surft. 

Wij gebruiken deze informatie om data-analyses uit 
te voeren ter verbetering van onze website, 
producten/diensten, klantrelaties en ervaringen. 

Toestemming 

Contactgegevens. Dit omvat uw 
voor- en achternaam, 
telefoonnummer, e-mailadres, 
gebruikersnaam en huidige 
postadres. Browsegegevens: IP-
adres, bezochte pagina's, tijd 
besteed op elke pagina, verkeer op 
pagina's, gebruik, trends en 
surfpatronen op cookies of andere 
terminal-ID of 
trackingtechnologieën. 

U verstrekt ons de 
gegevens voor 
marketingdoeleinden. Wij 
verzamelen de informatie 
terwijl u op de ESDP-
website surft. 

We gebruiken deze informatie om relevante website-
inhoud, nieuwsbrieven en advertenties aan u te 
leveren en de effectiviteit van de advertenties die we 
aan u tonen te meten of te begrijpen. 

Toestemming 

1Betekenis van de wettelijke basis 

Gerechtvaardigd belang betekent het belang van onze organisatie bij het uitvoeren en beheren van onze activiteiten en het verwerken 
van de persoonsgegevens , zodat we u de beste service en de beste en veiligste ervaring kunnen bieden. Wij zorgen ervoor dat we 
rekening houden met de mogelijke gevolgen voor u (zowel positief als negatief) en uw rechten, voordat we uw persoonsgegevens 
verwerken voor onze gerechtvaardigde belangen. Wij gebruiken uw persoonsgegevens niet voor activiteiten waarbij onze belangen 
zwaarder wegen dan de gevolgen voor u (tenzij wij uw toestemming hebben of dit anderszins wettelijk verplicht of toegestaan is). Voor 
meer informatie over hoe wij onze gerechtvaardigde belangen afwegen tegen de mogelijke gevolgen voor u met betrekking tot 
specifieke activiteiten, kunt u contact met ons opnemen via dpo@esdp-org.eu. 

Uitvoering van een contract betekent het verwerken van uw gegevens wanneer dit noodzakelijk is voor de uitvoering van een contract 
waarbij u partij bent of om op uw verzoek stappen te ondernemen voordat u een dergelijk contract aangaat. 

Voldoen aan een wettelijke verplichting betekent dat we uw persoonsgegevens verwerken wanneer dit noodzakelijk is om te voldoen 
aan een wettelijke verplichting waaraan we onderworpen zij.

mailto:dpo@esdp-org.eu


 
 

 

 

5. BEKENDMAKING VAN UW PERSOONSGEGEVENS EN INTERNATIONALE 
OVERDRACHTEN 

ESPD behandelt uw persoonsgegevens zorgvuldig en vertrouwelijk. Uw persoonsgegevens zijn 
uitsluitend beschikbaar voor onze medewerkers voor zover dit noodzakelijk is voor het verlenen 
van onze diensten. Wij delen ook persoonsgegevens met externe derden die wij vertrouwen. Zij 
zijn onze: 

• ESDP Corporate Members:  

Als onderdeel van de aanvraagprocedure voor ESDP-lidmaatschap of -certificering worden uw 
persoonsgegevens gedeeld met Corporate Members van ESDP op een strikte need-to-know 
basis, indien dit nodig is voor de uitvoering van het contract dat we met u hebben met betrekking 
tot ESDP-lidmaatschap en/of -certificering.  

• Professionele adviseurs: wij delen uw persoonsgegevens met onze professionele 
adviseurs voor zover dit relevant is, zoals advocaten, bankiers, accountants en 
verzekeraars voor het leveren van advies-, bank-, juridische, verzekerings- en 
boekhouddiensten. In specifieke situaties kunnen onze adviseurs optreden als 
gezamenlijke of onafhankelijke verwerkingsverantwoordelijken. 

• Dienstverleners: wij delen uw persoonsgegevens met onze dienstverleners, die optreden 
als onze gegevensverwerkers. Dit omvat aanbieders van IT- en systeembeheerdiensten 
en professionele adviseurs die optreden als verwerkers, waaronder advocaten, bankiers, 
accountants en verzekeraars die advies-, bank-, juridische, verzekerings- en 
boekhouddiensten verlenen. Wij zien erop toe dat onze dienstverleners de veiligheid van 
uw persoonsgegevens respecteren en uw persoonsgegevens overeenkomstig de wet 
behandelen. Hiervoor sluiten wij met hen verwerkersovereenkomsten af. Wij staan niet 
toe dat onze externe dienstverleners uw persoonsgegevens voor hun eigen doeleinden 
gebruiken. Wij staan hen alleen toe uw persoonsgegevens te verwerken voor de 
specifieke doeleinden en in overeenstemming met onze instructies. 

Wij verstrekken uw persoonsgegevens aan een aantal derden die buiten de Europese 
Economische Ruimte (EER) zijn gevestigd. Wanneer wij uw persoonsgegevens buiten de EER 
overdragen, zorgen wij ervoor dat uw persoonsgegevens op een vergelijkbare manier worden 
verwerkt en beschermd als in de EER. Dit betekent dat wij ervoor zorgen dat passende 
waarborgen worden genomen, waaronder een van de volgende waarborgen: 

• Wij geven uw persoonsgegevens door aan landen waarvan de Europese Commissie heeft 
vastgesteld dat zij een passend beschermingsniveau voor persoonsgegevens bieden. 

• Wij gebruiken specifieke, door de Europese Commissie goedgekeurde contracten, 
waardoor persoonsgegevens dezelfde bescherming krijgen als in de EER. 

• Wij geven uw persoonsgegevens door aan derden die deelnemen aan het door de 
Europese Commissie als adequaat erkende Data Privacy Framework. 



 
 

 

Neem contact met ons op via dpo@esdp-org.eu als u meer informatie wilt over het specifieke 
mechanisme dat wij gebruiken bij de overdracht van uw persoonsgegevens buiten de EER. 

6. GEGEVENSBEVEILIGING 

Wij hebben passende veiligheidsmaatregelen getroffen om te voorkomen dat uw 
persoonsgegevens per ongeluk verloren gaan, worden gebruikt of op een ongeautoriseerde 
manier worden ingezien, gewijzigd of bekendgemaakt. Bovendien beperken wij de toegang tot 
uw persoonsgegevens tot die werknemers, agenten, contractanten en andere derden die deze 
om zakelijke redenen nodig hebben. Zij verwerken uw persoonsgegevens uitsluitend in opdracht 
van ons en zijn gebonden aan een geheimhoudingsplicht. 

Wij hebben procedures ingesteld om elk vermoeden van een inbreuk op uw persoonsgegevens 
te behandelen en zullen u en elke bevoegde toezichthouder op de hoogte stellen van een inbreuk 
wanneer wij dit wettelijk verplicht zijn. 

7. BEWAREN VAN GEGEGEVENS 

Wij bewaren uw persoonsgegevens slechts zo lang als redelijkerwijs nodig is om de doeleinden 
te vervullen waarvoor wij deze hebben verzameld, inclusief het voldoen aan wettelijke, 
reglementaire, fiscale, boekhoudkundige of rapportagevereisten. Wij kunnen uw 
persoonsgegevens langer bewaren in het geval van een klacht of als wij redelijkerwijs vermoeden 
dat er een kans is op een rechtszaak met betrekking tot onze relatie met u. 

Om de juiste bewaartermijn voor persoonsgegevens te bepalen, houden wij rekening met de 
hoeveelheid, aard en gevoeligheid van de persoonsgegevens, het potentiële risico op schade 
door ongeoorloofd gebruik of openbaarmaking van uw persoonsgegevens, de doeleinden 
waarvoor wij uw persoonsgegevens verwerken en of wij die doeleinden op andere manieren 
kunnen bereiken, en de toepasselijke wettelijke, reglementaire, fiscale, boekhoudkundige of 
andere vereisten. 

In sommige gevallen kunt u ons vragen uw gegevens te verwijderen. 

In bepaalde gevallen anonimiseren wij uw persoonsgegevens (zodat deze niet langer aan u 
gekoppeld kunnen worden) voor onderzoeks- of statistische doeleinden. In dat geval kunnen wij 
deze gegevens voor onbepaalde tijd gebruiken zonder u hiervan op de hoogte te stellen. 

8. UW WETTELIJKE RECHTEN 

U heeft het recht om: 

Verzoek om inzage in uw persoonsgegevens (algemeen bekend als een "verzoek tot inzage van 
de betrokkene "). Hiermee kunt u bevestiging krijgen of persoonsgegevens over u worden 
verwerkt en, indien dat het geval is, kunt u inzage krijgen in de gegevens en een kopie ontvangen 
van de persoonsgegevens die wij over u bewaren. 
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Verzoek om correctie van de persoonsgegevens die wij over u bewaren. Hiermee kunt u 
eventuele onvolledige of onjuiste gegevens die wij over u hebben, laten corrigeren. Mogelijk 
moeten wij echter wel controleren of de nieuwe gegevens die u ons verstrekt, juist zijn. 

Verzoek om verwijdering van uw persoonsgegevens. Dit stelt u in staat om ons te vragen uw 
persoonsgegevens te verwijderen of te wissen wanneer er geen goede reden meer is om deze 
te blijven verwerken. U heeft ook het recht om ons te vragen uw persoonsgegevens te verwijderen 
of te wissen als u met succes uw recht heeft uitgeoefend om bezwaar te maken tegen de 
verwerking (zie hieronder), als wij uw gegevens mogelijk onrechtmatig hebben verwerkt of als wij 
verplicht zijn uw persoonsgegevens te wissen om te voldoen aan de lokale wetgeving. Houd er 
echter rekening mee dat we mogelijk niet altijd aan uw verzoek tot verwijdering kunnen voldoen 
om specifieke juridische redenen. Indien van toepassing, worden deze redenen u bij het indienen 
van uw verzoek meegedeeld. 

Bezwaar maken tegen verwerking van uw persoonsgegevens wanneer wij ons beroepen op 
een gerechtvaardigd belang (of dat van een derde partij) en er iets is aan uw situatie waardoor u 
op deze grond bezwaar wilt maken tegen verwerking op basis van uw specifieke situatie. In 
sommige gevallen kunnen wij aantonen dat wij dwingende legitieme gronden hebben om uw 
gegevens te verwerken, die zwaarder wegen dan uw rechten en vrijheden. U heeft ook het recht 
om bezwaar te maken als wij uw persoonsgegevens verwerken voor directe 
marketingdoeleinden.  

Verzoek om beperking van de verwerking van uw persoonsgegevens. Dit stelt u in staat om 
ons te vragen om de verwerking van uw persoonsgegevens op te schorten in de volgende 
scenario's: 

• Als u wilt dat wij de juistheid van uw persoonsgegevens vaststellen, gedurende de 
periode die ons in staat stelt dit te controleren. 

• Wanneer ons gebruik van uw persoonsgegevens onrechtmatig is, maar u niet wilt dat wij 
deze wissen. 

• Wanneer u wilt dat wij uw persoonsgegevens bewaren, ook als wij deze niet meer nodig 
hebben, maar omdat u deze nodig heeft om rechtsvorderingen in te stellen, uit te 
oefenen of te verdedigen. 

• U heeft bezwaar gemaakt tegen ons gebruik van uw persoonsgegevens, maar wij 
moeten verifiëren of wij zwaarder wegende legitieme gronden hebben om deze te 
gebruiken. 

Verzoek om overdracht van uw persoonsgegevens aan u of aan een derde partij. Wij zullen uw 
persoonsgegevens aan u, of aan een door u gekozen derde partij, ter beschikking stellen in een 
gestructureerde, gangbare en machinaal leesbare vorm. Houd er rekening mee dat dit recht 
alleen van toepassing is op persoonsgegevens die wij op geautomatiseerde wijze verwerken op 
basis van uw toestemming of ter uitvoering van de overeenkomst die wij met u hebben. 

Toestemming intrekken op elk moment wanneer wij uw persoonsgegevens verwerken op basis 
van uw toestemming. Dit heeft echter geen invloed op de rechtmatigheid van de verwerking die 
heeft plaatsgevonden voordat u uw toestemming introk. Als u uw toestemming intrekt, kunnen wij 
u bepaalde diensten mogelijk niet meer leveren. Wij zullen u hierover informeren op het moment 
dat u uw toestemming intrekt. 



 
 

 

8.1 HET UITOEFENEN VAN UW RECHTEN 

Als u een van de hierboven genoemde rechten wilt uitoefenen, kunt u contact met ons opnemen 
via dpo@esdp-org.eu. 

Meestal is dit zonder kosten 
U hoeft geen vergoeding te betalen om toegang te krijgen tot uw persoonsgegevens (of om een 
van de andere rechten uit te oefenen). Wij kunnen echter een redelijke vergoeding in rekening 
brengen als uw verzoek duidelijk ongegrond, repetitief of buitensporig is, overeenkomstig artikel 
12.5 van de AVG. In deze omstandigheden kunnen wij er ook voor kiezen om niet aan uw verzoek 
te voldoen. 

Wat wij van u nodig kunnen hebben 
Het kan zijn dat wij specifieke informatie van u nodig hebben om uw identiteit te bevestigen en 
uw recht op toegang tot uw persoonsgegevens te waarborgen (of om een van uw andere rechten 
uit te oefenen). Dit is een veiligheidsmaatregel om ervoor te zorgen dat persoonsgegevens niet 
worden verstrekt aan personen die geen recht hebben om deze te ontvangen. Ook kunnen wij 
contact met u opnemen om u om aanvullende informatie te vragen met betrekking tot uw verzoek, 
zodat wij sneller kunnen reageren. 

Reactietermijn 
Wij streven ernaar om binnen een maand op alle legitieme verzoeken te reageren. Soms kan het 
langer dan een maand duren als uw verzoek bijzonder complex is of als u meerdere verzoeken 
heeft ingediend. In dat geval stellen wij u binnen de eerste 30 dagen op de hoogte en houden we 
u op de hoogte. 

  

9. CONTACT OPNEMEN  

Als u vragen heeft over dit privacybeleid of over hoe wij uw persoonsgegevens verwerken, kunt 
u contact met ons opnemen via dpo@esdp-org.eu.  

U kunt ons ook schrijven op het volgende adres: European Supplier Diversity Program Stichting, 
Vijzelstraat 68, Spaces Amsterdam, 1017HL Amsterdam, Nederland. 
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