
 

 

 

POLÍTICA DE PRIVACIDAD DE ESDP 

ACTUALIZADA Y VIGENTE A PARTIR DEL: 4 de marzo de 2024 

Le damos la bienvenida a la Política de privacidad de ESDP. 

Esta Política de privacidad (y cualquier otro documento al que se hace referencia en ella) describe 
nuestras prácticas de tratamiento de datos personales recopilados por el European Supplier 
Diversity Program o Programa Europeo de Diversidad de Proveedores («ESDP», «nosotros», 
«nos», «nuestro» o «nuestros») o terceros que procesan datos personales en nuestro nombre 
(«encargados del tratamiento»), o que usted nos proporciona, en el contexto de nuestras 
actividades de certificación.  

Lea atentamente lo siguiente para comprender cómo usamos sus datos personales, nuestros 
esfuerzos para protegerlos y los derechos y opciones que tiene para controlarlos.  

Nuestras actividades de tratamiento tienen en cuenta la legislación local y europea aplicable de 
los Estados miembros de la UE, incluido el Reglamento (UE) n.º 2016/679 del Parlamento 
Europeo y del Consejo, de 27 de abril de 2016, relativo a la protección de las personas físicas en 
lo que respecta al tratamiento de datos personales y a la libre circulación de estos datos 
(«RGPD»), la Directiva 2002/58/CE, de 12 de julio de 2002, modificada por la Directiva 
2009/136/CE («Directiva de privacidad electrónica»), así como las leyes o reglamentos 
nacionales de implementación aplicables o cualquier ley o reglamento posterior que los sustituya.  

Esta Política de privacidad no se aplica a ningún dato personal recopilado por terceros que no 
actúen como encargados del tratamiento siguiendo nuestras instrucciones o en nuestro nombre, 
por ejemplo, sitios web o aplicaciones que no son operados por ESDP.  ESDP no es responsable 
del modo en que estos terceros manejan sus datos personales. Le recomendamos que lea las 
declaraciones de privacidad de dichos terceros, por ejemplo, al visitar sus sitios web para comprender 
cómo recopilan y procesan sus datos personales.  

Al acceder, visitar, utilizar, enviar datos o interactuar de otro modo con nuestro sitio web, usted 
reconoce que el uso que hacemos de sus datos personales se llevará a cabo de acuerdo con 
esta Política de Privacidad.   

Si no está de acuerdo con los términos de esta Política de privacidad, no utilice nuestros 
servicios ni nos proporcione datos personales. 

1. DEFINICIONES Y DESCRIPCIÓN GENERAL 

Las siguientes definiciones reflejan o traducen las incluidas en el artículo 4 del RGPD. 

- «Datos personales»: cualquier información relativa a una persona física identificada o 
identificable (el interesado); se considerará persona física identificable toda persona cuya 
identidad pueda determinarse, directa o indirectamente, en particular mediante un 
identificador, como un nombre, un número de identificación, datos de localización, un 



 

 

 

identificador en línea o uno o varios elementos propios de su identidad física, fisiológica, 
genética, psíquica, económica, cultural o social. 

- «Tratar/tratamiento»: cualquier operación o conjunto de operaciones realizadas sobre 
datos personales o conjuntos de datos personales, ya sea por procedimientos 
automatizados o no, como la recopilación, registro, organización, estructuración, 
conservación, adaptación o modificación, recuperación, consulta, utilización, 
comunicación por transmisión, difusión o cualquier otra forma de habilitación de acceso, 
cotejo o interconexión, limitación, supresión o destrucción; 

- «Responsable del tratamiento» o «responsable»: la persona física o jurídica, autoridad 
pública, agencia u otro organismo que, solo o junto con otros, determina los fines y medios 
del tratamiento de datos personales; cuando los fines y medios de dicho tratamiento estén 
determinados por el Derecho de la Unión o de un Estado miembro, el responsable del 
tratamiento o los criterios específicos para su designación podrán establecerse por el 
Derecho de la Unión o de un Estado miembro. 

- «Encargado del tratamiento» o «encargado»: persona física o jurídica, autoridad 
pública, agencia u otro organismo que procesa datos personales por cuenta del 
responsable del tratamiento; 

- «Tercero»: una persona física o jurídica, autoridad pública, organismo o entidad distinta 
del interesado, del responsable del tratamiento, del encargado del tratamiento y de las 
personas autorizadas para tratar datos personales bajo la autoridad directa del 
responsable o del encargado; 

- «Consentimiento» del interesado: toda manifestación de voluntad libre, específica, 
informada e inequívoca por la que el interesado acepta, ya sea mediante una declaración 
o una clara acción afirmativa, el tratamiento de sus datos personales. 
 

Además, «Miembros corporativos» se refiere a aquellas organizaciones que se han 
comprometido con la igualdad de oportunidades, la diversidad y la inclusión y que se han unido 
a ESDP como miembros con el propósito potencial de adquirir productos y servicios de los 
Miembros Certificados o Miembros Autorregistrados. 

2. RESPONSABLE DEL TRATAMIENTO 

El responsable del tratamiento de sus datos personales es ESDP, cuyos datos corporativos 
completos son: European Supplier Diversity Program Stichting, una fundación (Stitching), 
registrada en la Cámara de Comercio con el número 91598656, con domicilio en Vijzelstraat 68, 
Spaces Amsterdam, 1017HL Ámsterdam, Países Bajos. 

3. DELEGADO DE PROTECCIÓN DE DATOS 

Nuestro delegado de protección de datos («DPO», por sus siglas en inglés) es responsable de 
supervisar las preguntas relacionadas con esta Política de privacidad y el procesamiento de sus 
datos personales. Si tiene alguna pregunta sobre cómo nosotros o nuestros encargados tratamos 



 

 

 

sus datos personales, o sobre esta Política de privacidad, incluida cualquier solicitud para ejercer 
sus derechos legales, contacte con el DPO en la dirección dpo@esdp-org.eu. 

Nos comprometemos a gestionar sus consultas y quejas lo mejor posible. También tiene derecho 
a presentar una reclamación ante la autoridad supervisora: 

Para Francia: Commission nationale de l'informatique et des libertés, 3 place de Fontenoy, TSA 
80715, 75334 PARIS CEDEX 07, www.cnil.fr.  

Para los Países Bajos:  Autoriteit Persoonsgegevens, Hoge Nieuwstraat 8 
P.O. Box 93374, 2509 AJ Den Haag, 
Tfno.: +31 70 888 8500,  
www.autoriteitpersoonsgegevens.nl  

4. DATOS PERSONALES QUE RECOPILAMOS – FINALIDADES – BASES LEGALES 

Para poder optar a la membresía bajo la certificación de ESDP, o para registrarse como Miembro 
Corporativo, le solicitamos que nos proporcione cierta información, la cual varía según el tipo de 
certificación que solicite (Membresía de Asociado Autocertificada o Certificación de Membresía 
Prémium). 

Las siguientes tablas detallan (1) las categorías de datos personales que recopilamos, (2) las 
finalidades para las que los recopilamos, y (3) las bases legales aplicables a cada finalidad. 
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Datos recopilados directamente de usted únicamente como parte del proceso de certificación de proveedores 

¿Qué tipos de datos tratamos? ¿Cuándo 
recopilamos 
los datos? 

¿Por qué los tratamos? ¿Está permitido por ley 
tratar los datos para estos 
fines? 

Base legal 

Datos incluidos en su pasaporte,  
documento de identidad o 
permiso de residencia 
(excluyendo información 
biométrica). Nombre, apellidos, 
dirección física en el momento de 
la expedición del documento, 
fecha de nacimiento, 
nacionalidad, fotografía, número 
de pasaporte o documento de 
identidad. 

Usted nos 
los 
proporciona 
cuando 
solicita la 
certificación. 

Para procesar las solicitudes de 
certificación verificando la identidad y 
la elegibilidad para la certificación, 
incluido el hecho de que los 
solicitantes tengan derecho a 
trabajar y a ser propietarios de un 
negocio en el país correspondiente. 

Sí.  
La ley exige, entre otras 
cosas, que no tratemos más 
datos de los necesarios. Por 
eso solicitamos un único 
documento de identificación, 
con varias opciones 
disponibles para que elija cuál 
presentar. 

Necesidad 
contractual 

Datos de directores/socios 
incluidos en los documentos 
oficiales de registro de la empresa 
emitidos por el registrador, 
incluidos: nombres de los 
directores, fecha de nacimiento, 
direcciones (si las hubiera), 
lugar/país de nacimiento. 

Usted nos 
los 
proporciona 
cuando 
solicita la 
certificación. 

Para procesar las solicitudes de 
certificación verificando el estado 
real de registro de la empresa. 

Sí.  
La ley exige, entre otras 
cosas, que no tratemos más 
datos de los necesarios. Por 
eso solicitamos únicamente la 
información relevante para 
establecer el estado de 
registro de la empresa. 

Necesidad 
contractual 

Estados financieros auditados o 
no auditados del año anterior 
(cuenta de pérdidas y ganancias, 
estado de flujos de efectivo) que 
confirmen la facturación de la 

Usted nos 
los 
proporciona 
cuando 

Para realizar una evaluación inicial de 
la solidez del negocio, que podrá ser 
complementada, según corresponda, 
por el Miembro Corporativo 
pertinente. 

Sí.  
La ley exige, entre otras 
cosas, que no tratemos más 
datos de los necesarios. Por 
eso solicitamos únicamente la 

Necesidad 
contractual 



 

 

 

empresa. Nota: en la medida en 
que esta información se refiera a 
un trabajador autónomo o a un 
profesional independiente o a 
personas concretas, constituye 
datos personales. 

solicita la 
certificación. 

información relevante para 
establecer una base 
financiera. 

Información sobre el origen étnico 
del solicitante 

Usted nos 
los 
proporciona 
cuando 
solicita la 
certificación. 

Para procesar las solicitudes de 
certificación verificando que los 
solicitantes y su empresa se 
encuentran dentro de la categoría 
que buscamos proteger y promover, 
es decir, empresas que, en el país 
correspondiente, tienden a estar en 
desventaja por ser propiedad, estar 
gestionadas o controladas por 
minorías visibles que suelen ser 
discriminadas debido a que su 
(presunta) etnia es evidente en su 
apariencia. 
 
Dichos datos nunca se comparten 
con los Miembros Corporativos. 
 
Nuestro otro objetivo es garantizar 
que ningún grupo minoritario quede 
más desfavorecido que otro en 
nuestros servicios de certificación. 
Está demostrado que los distintos 
grupos étnicos minoritarios no son 
tratados de la misma manera y cada 

Sí.  
Conforme con el artículo 9 del 
RGPD, el tratamiento de datos 
personales que revelen el 
origen racial o étnico está 
permitido, entre otros casos, 
cuando el interesado haya 
dado su consentimiento 
explícito para el tratamiento de 
dichos datos personales para 
uno o más fines específicos. 

En Francia, no existen 
disposiciones legales que 
impidan a las organizaciones 
privadas del tercer sector, 
como asociaciones, 
fundaciones y otras entidades 
sin fines de lucro, recopilar 
datos sobre el origen racial o 
étnico si cumplen con el 
RGPD y la Loi informatique et 
libertés de 1978 en su versión 
modificada, y no infringen las 
leyes, reglamentos o 

Consentimiento 



 

 

 

uno enfrenta sus propios desafíos y 
está sujeto a diferentes prejuicios. 
Entre otras cosas, si dentro de 
nuestro programa de certificación 
identificamos un desequilibrio en la 
representación de las minorías 
raciales, analizaremos la causa de 
cualquier subrepresentación y 
adoptaremos medidas correctivas en 
la medida en que no se deba 
únicamente a los méritos de la 
empresa. 

resoluciones judiciales contra 
la discriminación. 

En los Países Bajos, la Ley de 
Implementación del RGPD 
establece una exención 
específica que permite tratar 
datos sobre raza y etnia sin 
consentimiento si dichos datos 
son necesarios para reducir o 
eliminar desventajas reales 
relacionadas con el origen 
racial o étnico y si se cumplen 
otras condiciones. Para 
obtener más información, 
consulte nuestras preguntas 
frecuentes. 

 

Otros datos personales 

¿Qué tipos de datos personales 
tratamos? 

¿Cuándo tenemos acceso 
a ellos? 

¿Por qué los tratamos? Base legal1 

Información de contacto. Esto 
incluye su nombre y apellidos, 
dirección de correo electrónico, 
nombre de usuario y dirección 
postal actual. 

Usted nos la proporciona al 
registrarse en nuestra 
plataforma en línea. 

Utilizamos esta información para registrarlo como 
nuevo miembro de ESDP. 

Necesidad 
contractual 



 

 

 

Información de pago. Esto incluye 
nombre, dirección de facturación, 
otra dirección de contacto, datos 
de pago y detalles de la 
transacción. 

Usted nos lo proporciona 
cuando realiza un pago a 
través de nuestra 
plataforma como parte de 
su solicitud de membresía 
como Miembro Corporativo 
y proveedor certificado.  

Utilizamos esta información para procesar y entregar 
su pedido. 

Necesidad 
contractual 

Información de perfil. Esto incluye 
nombre, apellidos, nombre de 
usuario, fecha de nacimiento y el 
servicio suscrito.  

Usted nos la proporciona al 
registrarse en nuestra 
plataforma en línea y 
cuando solicita membresía 
como miembro 
autorregistrado, proveedor 
certificado o miembro 
corporativo. 

Utilizamos esta información para poder 
comunicarnos con usted sobre asuntos relacionados 
con su membresía o certificación y para gestionar 
nuestra relación con usted. Esto incluye notificarle 
sobre cambios en nuestros términos y condiciones, 
cambios en nuestra política de privacidad o 
cualquier cambio en la estructura o reglas de 
membresía y en el proceso de certificación o sus 
consecuencias. 

(a) Necesidad 
contractual 

(b) Necesario 
para cumplir con 
una obligación 
legal 

Información de perfil. Esto incluye 
nombre, apellidos, nombre de 
usuario, fecha de nacimiento y el 
servicio suscrito.  

Usted nos la proporciona al 
registrarse en nuestra 
plataforma en línea y 
cuando solicita la 
certificación. 

Utilizamos esta información para comunicarnos con 
usted sobre cuestiones relacionadas con su 
membresía o certificación y para desarrollar y 
mejorar nuestros servicios, lo que incluye solicitarle 
que deje una reseña, responda a una encuesta o 
permitirnos elaborar análisis. 

Interés legítimo 
(para mejorar el 
servicio) 

Datos recopilados por cookies 
estrictamente necesarias, tales 
como: la elección expresada por 
los usuarios sobre el uso de 
cookies, los registros utilizados 
para la autenticación en un 
servicio, incluidos los registros 
destinados a garantizar la 

  Interés legítimo 
de garantizar el 
funcionamiento 
continuo del 
sitio web 



 

 

 

seguridad del mecanismo de 
autenticación, por ejemplo, 
limitando intentos de acceso 
robóticos o inesperados; contenido 
del carrito de la compra; elección 
de idioma y país. 
Datos recopilados por cookies 
opcionales, como datos de 
navegación que incluyen la 
dirección IP, páginas visitadas, 
tiempo pasado en cada página, 
tráfico en las páginas, uso, 
tendencias y patrones de 
navegación. 

Recopilamos la información 
mientras navega por el sitio 
web de ESDP. 

Empleamos esta información para usar análisis de 
datos que mejoren nuestro sitio web, 
productos/servicios, relaciones con los clientes y 
experiencias de usuario. 

Consentimiento 

Información de contacto. Esto 
incluye su nombre y apellidos, 
número de teléfono, dirección de 
correo electrónico, nombre de 
usuario y dirección postal actual. 
Datos de navegación: dirección IP, 
páginas visitadas, tiempo 
empleado en cada página, tráfico 
en las páginas, uso, tendencias y 
patrones de navegación, cookies u 
otros identificadores de terminal o 
tecnologías de seguimiento. 

Usted nos proporciona esta 
información con fines de 
marketing. También 
recopilamos información 
mientras navega por el sitio 
web de ESDP. 

Utilizamos esta información para ofrecerle contenido 
relevante del sitio web, boletines informativos y 
anuncios, así como para medir o comprender la 
eficacia de la publicidad que le mostramos. 

Consentimiento 

  

1Significado de la base legal 



 

 

 

Interés legítimo significa el interés de nuestra organización en llevar a cabo y gestionar nuestras actividades y en tratar los datos 
personales con el fin de brindarle el mejor servicio y la mejor y más segura experiencia. Nos aseguramos de considerar y equilibrar 
cualquier posible impacto en usted (tanto positivo como negativo) y en sus derechos antes de tratar sus datos personales basándonos 
en nuestro interés legítimo. No utilizamos sus datos personales para actividades en las que nuestros intereses se vean anulados por 
el impacto que puedan tener sobre usted (a menos que tengamos su consentimiento o la ley lo requiera o lo permita). Puede obtener 
más información sobre cómo evaluamos nuestros intereses legítimos frente a cualquier posible impacto sobre usted con respecto a 
actividades específicas poniéndose en contacto con nosotros en dpo@esdp-org.eu. 

Ejecución del contrato significa tratar sus datos cuando sea necesario para la ejecución de un contrato del cual usted es parte o 
para tomar medidas a su solicitud antes de formalizar dicho contrato. 

Cumplir con una obligación legal significa tratar sus datos personales cuando sea necesario para cumplir con una obligación legal 
a la que estamos sujetos.  

mailto:dpo@esdp-org.eu


 

 

 

 

5. DIVULGACIÓN DE SUS DATOS PERSONALES Y TRANSFERENCIAS 
INTERNACIONALES 

ESPD gestiona sus datos personales de forma cuidadosa y confidencial. Sus datos personales 
solo estarán disponibles para nuestros empleados en la medida en que sea necesario para 
prestar nuestros servicios. También compartimos datos personales con terceros externos de 
confianza. Estos incluyen: 

• Miembros Corporativos de ESDP:  

Como parte del proceso de solicitud de membresía o certificación de ESDP, sus datos personales 
se compartirán con los Miembros Corporativos de ESDP estrictamente en función de la 
necesidad de acceso, cuando sea necesario para la ejecución del contrato que mantenemos con 
usted con respecto a la membresía o certificación de ESDP.  

• Asesores profesionales: compartimos sus datos personales con nuestros asesores 
profesionales en la medida en que sea relevante, tales como abogados, banqueros, 
auditores y aseguradores que prestan servicios de consultoría, banca, asesoramiento 
jurídico, seguros y contabilidad. En situaciones específicas, estos asesores pueden 
actuar como corresponsables o responsables independientes del tratamiento. 

• Proveedores de servicios: compartimos sus datos personales con nuestros 
proveedores de servicios que actúan como nuestros encargados del tratamiento. Esto 
incluye proveedores de servicios informáticos y de administración de sistemas, así como 
asesores profesionales que actúan como encargados del tratamiento, incluidos 
abogados, banqueros, auditores y aseguradores que brindan servicios de consultoría, 
banca, asesoramiento jurídico, seguros y contabilidad. Nos aseguramos de que nuestros 
proveedores de servicios respeten la seguridad de sus datos personales, los traten de 
acuerdo con la ley y que celebren con nosotros contratos de tratamiento de datos para 
este fin. No permitimos que nuestros proveedores externos utilicen sus datos personales 
para sus propios fines y solo les permitimos tratarlos para fines específicos y de acuerdo 
con nuestras instrucciones. 

Transferimos sus datos personales a algunos terceros ubicados fuera del Espacio Económico 
Europeo (EEE). Siempre que transferimos sus datos personales fuera del EEE, garantizamos 
que sus datos personales se manejen y protejan con un nivel similar al previsto dentro del EEE. 
Esto significa que adoptamos las medidas de seguridad adecuadas, incluidas cualquiera de las 
siguientes: 

• Transferimos sus datos personales a países que, según la Comisión Europea, ofrecen un 
nivel adecuado de protección de datos personales. 



 

 

 

• Utilizamos contratos específicos aprobados por la Comisión Europea, que otorgan a los 
datos personales la misma protección que en el EEE. 

• Transferimos sus datos personales a terceros que participan en el Marco de Privacidad 
de Datos, reconocido por la Comisión Europea como adecuado. 

Para obtener más información sobre el mecanismo específico que utilizamos al transferir sus 
datos personales fuera del EEE, puede contactarnos en dpo@esdp-org.eu. 

6. SEGURIDAD DE LOS DATOS 

Hemos implementado medidas de seguridad adecuadas para evitar que sus datos personales 
se pierdan accidentalmente, se usen o se acceda a ellos de forma no autorizada, o sean alterados 
o divulgados. Además, limitamos el acceso a sus datos personales a aquellos empleados, 
agentes, contratistas y otros terceros que tengan una necesidad comercial legítima de 
conocerlos. Estas personas solo tratarán sus datos personales conforme a nuestras 
instrucciones y están obligadas por un deber de confidencialidad. 

Hemos establecido procedimientos para gestionar cualquier sospecha de violación de datos 
personales y le notificaremos a usted, así como a cualquier autoridad reguladora pertinente, 
dicha violación cuando la ley así lo exija. 

7. CONSERVACIÓN DE LOS DATOS 

Solo conservaremos sus datos personales durante el tiempo que sea razonablemente necesario 
para cumplir con los fines para los que los recopilamos, incluyendo el cumplimiento de requisitos 
legales, reglamentarios, fiscales, contables o de presentación de informes. Podremos conservar 
sus datos personales durante un período más largo en caso de una reclamación o si creemos 
razonablemente que existe la posibilidad de un litigio con respecto a nuestra relación con usted. 

Para determinar el período de conservación apropiado para los datos personales, consideramos 
la cantidad, la naturaleza y la sensibilidad de los datos personales, el riesgo potencial de perjuicio 
por el uso o divulgación no autorizada, los fines del tratamiento y si estos fines se pueden lograr 
mediante otros medios, así como los requisitos legales, reglamentarios, fiscales, contables u 
otros aplicables. 

En algunas circunstancias puede solicitarnos que eliminemos sus datos. 

En otras circunstancias, anonimizaremos sus datos personales (de modo que ya no puedan 
asociarse a usted) para fines de investigación o estadísticos, en cuyo caso podremos utilizar esta 
información indefinidamente sin notificárselo previamente. 
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8. SUS DERECHOS LEGALES 

Usted tiene derecho a: 

Solicitar acceso a sus datos personales (comúnmente conocido como «solicitud de acceso del 
interesado»). Esto le permite obtener confirmación de si estamos tratando datos personales que 
le conciernen y, en tal caso, obtener acceso a dichos datos y recibir una copia de los datos 
personales que tenemos sobre usted. 

Solicitar la rectificación de los datos personales que tenemos sobre usted. Esto le permite 
corregir cualquier dato incompleto o inexacto. Es posible que necesitemos verificar la exactitud 
de los nuevos datos que nos proporcione. 

Solicitar el borrado de sus datos personales. Esto le permite pedirnos que eliminemos o 
retiremos datos personales cuando no exista una buena razón para seguir tratándolos. También 
tiene derecho a solicitar la supresión cuando haya ejercido con éxito su derecho a oponerse al 
procesamiento (véase más abajo), cuando hayamos tratado su información de forma ilícita o 
cuando debamos borrarlos para cumplir con la legislación local. Sin embargo, es posible que no 
siempre podamos atender su solicitud de eliminación por razones legales específicas, las cuales 
le notificaremos, si corresponde, en el momento de su solicitud. 

Oponerse al tratamiento de sus datos personales cuando nos basamos en un interés legítimo 
(o el de un tercero) y haya algo en su situación particular que le lleve a oponerse a dicho 
tratamiento basándose en esa situación específica. En algunos casos, podremos demostrar que 
tenemos motivos legítimos imperiosos para procesar su información que prevalecen sobre sus 
derechos y libertades. También tiene derecho a oponerse cuando tratamos sus datos personales 
con fines de marketing directo.  

Solicitar la limitación del tratamiento de sus datos personales. Esto le permite pedirnos que 
suspendamos el tratamiento de sus datos personales en los siguientes supuestos: 

• Si desea que establezcamos la exactitud de sus datos personales, durante el tiempo 
necesario para verificarlo. 

• Cuando el uso que hacemos de sus datos personales sea ilícito, pero usted no desea 
que los eliminemos. 

• Cuando necesite que conservemos sus datos personales incluso si ya no los 
necesitamos, porque usted los requiere para establecer, ejercer o defender 
reclamaciones legales. 

• Usted se ha opuesto a nuestro uso de sus datos personales, pero necesitamos verificar 
si existen motivos legítimos imperiosos para seguir tratándolos. 

Solicitar la transferencia de sus datos personales a usted o a un tercero. Le proporcionaremos 
a usted, o a un tercero designado por usted, sus datos personales en un formato estructurado, 



 

 

 

de uso común y legible por máquina. Este derecho solo se aplica a los datos personales tratados 
por medios automatizados y cuando el tratamiento se base en su consentimiento o en la 
ejecución de un contrato con usted. 

Retirar su consentimiento en cualquier momento cuando nos basamos en el consentimiento 
para tratar sus datos personales. No obstante, esto no afectará a la licitud del tratamiento 
realizado antes de dicha retirada. Si retira su consentimiento, es posible que no podamos 
brindarle ciertos servicios. En tal caso, se lo informaremos en el momento de la retirada. 
 

8.1 EJERCICIO DE SUS DERECHOS 

Si desea ejercer alguno de los derechos expuestos anteriormente, póngase en contacto con 
nosotros en dpo@esdp-org.eu. 

Normalmente no se requiere ningún pago 
No tendrá que pagar ninguna tarifa para acceder a sus datos personales (o para ejercer 
cualquiera de los demás derechos). Sin embargo, de conformidad con el artículo 12.5 del RGPD, 
podemos cobrar una tarifa razonable si su solicitud es claramente infundada, repetitiva o 
excesiva. Como alternativa, podríamos negarnos a atender su solicitud en tales circunstancias. 

Qué podemos necesitar de usted 
Es posible que necesitemos solicitarle información específica para ayudarnos a confirmar su 
identidad y garantizar su derecho a acceder a sus datos personales (o a ejercer cualquiera de 
sus demás derechos). Se trata de una medida de seguridad para garantizar que los datos 
personales no sean divulgados a ninguna persona que no tenga derecho a recibirlos. También 
podremos ponernos en contacto con usted para solicitarle información adicional en relación con 
su solicitud con el fin de agilizar nuestra respuesta. 

Plazo para responder 
Intentamos responder a todas las solicitudes legítimas en el plazo de un mes. Ocasionalmente, 
podría llevarnos más tiempo si su solicitud es particularmente compleja o si ha realizado varias 
solicitudes. En tal caso, le notificaremos dentro de los primeros 30 días y le mantendremos 
informado. 

  

9. CONTÁCTENOS  

Si tiene alguna pregunta sobre esta Política de privacidad o sobre cómo procesamos sus datos 
personales, contáctenos en dpo@esdp-org.eu.  

También puede escribirnos a la siguiente dirección: European Supplier Diversity Program 
Stichting, Vijzelstraat 68, Spaces Amsterdam, 1017HL Amsterdam, Países Bajos. 
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